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omas Bamburak

15371 Munn Rd
Newbury, OH 44065

March 18, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Streest SW

Washington, DC 20554

" FCC Chairman Powell:

f#s a conc<erned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not belieye this requirement is necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies toc allaw
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gqovernment requiring all
new homes be built with a peephole for law enfor<ement to Took through.

I am very concerned that this requirement represents an end-run araund
Congress. Lawmakers, after extensive deliberations. set up boundaries for how
the FBI can collect information between sources like phone companies and data
sour<es 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our persanal communications, the
government is creating the very real potential for hackers and thieves or
even roque government agents to access our personal cammunications. Past
efforts to provide this sort of backdocr access have not been successful and
only created s rich opportunity for hackers.

Once again, T urge you to appose the dangerous suggestion of the Department of
Justice that our new Internet communicaticn technclogies should have built-in
wiretapping.

I Took forward to hearing your thoughts on this matter,

Sincerely,

Thomas L. Bamburak
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Susan Sumimoteo

3244 NE 37th Ave
Fortland, OR 97212

March 18, 2004

FCC Chairman Michzel Powell
Federal Cammunications Commission
445 12th Street SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access,

I do not believe this reguirement 15 necessary. Longstanding laws already
require Internet Service Providers and Internet telephone <ompanies to allow
the FBI to conduct surveillance. The FBI is geing far heyond these existing
powers by trying to force the industry to actuzlly build its systems arcund
gavernment eavesdropping. It is the eqguivalent of the government reguiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run arcund
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
government is creating the very real potential for hackers and thieves or
Even rogue government agents to access our persaonal communications. Past
efferts to provide this sort of bhackdocr -access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Susan Sumimotao
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Thomas Bruning

22 Spyglass Dr.
Littleton, CO 80123

March 18, 2004

FCC Chairman Michaei Powell
Federal Communications Commissicon
445 12th Street SW

Washingten, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
reguired to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the esquivalent of the gavernment requiring all
new homes he built with a peephale for law enforcement ta look through.

I am very cancerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources 1ike e-mail. The FBI s aggqressive and expansive reading of the Jaw
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to ocur personal communications, the
government is creating the very real potential for hackers and thiewves or
aven rogue government agents to access our personal communications. Past
effarts to provide this sort of backdoor access have not been successful and
only created a rich apportunity for hackers,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that gur new Internet communicaticn technclogies should have builit-in
wiretapping.

I Yook forward to hearing your thoughts on this matter.

Sincerely,

Thomas Bruning
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Mark Luciano

130 Benevolent Street
Providence, RI 02806

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street Sw

Washington, DC 20554

FCC Chairman Powell:

fs a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to farce the industry to actually huild its systems around
government eavesdropping. It is the esquivalent of the government regquiring all
new homes be built with a peephole for law enforcement te laok through,

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extepsive deliberations, set up boundaries for how
the FBI can collect information between sources Yike phone companies and data
saurces like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to ocur personal communications. the
government is creating the very real potential for hackers and thieves or
EVEN ragdue government agents to access our personal communications. Past
efforts to provide this sort of bhackdoor access have not heen successful and
only created a rich opportunity for hackers.,

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward te hearing your thoughts on this matter.

Sincerely,

Mark Luciano
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Maya Bazar

1 Warwick Park #2
Cambridge, MA 96048

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

f5 a concerned individual, T am writing to express my opposition to the
Department of JTustice s request that all new Internet cammunication services be
required to have built-in wiretapping access.

I do not believe this reqguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI i1s going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdrapping. Tt is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can <ollect information between sources 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our persaonal communicatiens. Past
efforts to provide this sort of backdoor access have naot heen successful and
only ¢reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Maya Bazar
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Alicia Ostrander

2532 Ridgewcod Trail
Berrien Springs, Michigan 49183

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Strest SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveiilance. The FBI is goning far beyond these existing
powers by trving to force the industry to actually build its systems around
government eavesdropping. It is the sguivalent of the government requiring all
new homes be buiit with a peephole far law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation hetween sources like phone companies and data
sources Yike e-mail. The FBI s aggressive and expansive reading of the law
would hypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential far hackers and thieves or
EYen rogue covernment agents to access our personal communications. Past
efferts to provide this sort of backdoor access have not been successful and
only created a rich appartunity for hackers.

Ohce again, T urge yau to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have buijlt—in
wiretapping.

1 Took forward to hearing your thoughts on this matter.

Sincerely,

Alicia M Ostrander
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Amanda Chapman
5 Mascio Dr.
Johnston, RI 02919

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
44% 12th Street S¥

Washingtan, DC 20554

FCC Chairman Powell:

As a cancerned individual, I am writing to express my opposition to the
Department of Justice s request that ali new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gaovernment eavesdropping. Tt is the sguivalent of the government requiring all
new homes he huilt with a peephole for lTaw enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 11ke e-mail. The FBI s aggressive and ewxpansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gaovernment is creating the very real potential for hackers and thieves or
gven rogque qovernment agents to access our persaonal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dancercus suggestion of the Department of
Justice that our new Internet caommunication technelogies should have built-in
wiretapping.

I loak forward to hearing vour thoughts on this matter.

Sincerely,

Amanda Chapman
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Jason Piersen

904 N. Broadway Ave., Apt. 10
Urbana, IL G1804

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that ail new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI 1s going far bevond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government reguiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Cangress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between scurces like phone companies and data
solurces like e—-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our perscnal communicaticns, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our perscnal communications. Past
efforts to provide this sart of backdonr ‘access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that ocur new Internet communicatien technologies should have built—in
wiretapping.

I Jook forward to hearing your thoughts on this matter.

Sincerely,

Jason Piersan
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pDavid English

1520 Dewey Street
Griffin, GA 30223

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, BC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the F8I to conduct surveillance. The FBI is going far beyond these existing
powers hy trying to force the industry to actually build its systems around
gavernment eavasdropping. It is the eqguivalent of the government requiring all
new homes be built with a peephole far law enforcement to look through.

I am very <oncerned that this requirement represents an end-run arcund
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can cellect information between socurces 1ike phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to aiter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created & rich opportunity for hackers.

Once again, I urge vou to oppose the dangerous suggestion of the Department of
Justice that cur new Internet communication technoiogies should have buiit-in
wiretapping.

I Taok forward to hearing your thoughts on this matter.

Sincerely,

Bavid English
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Joan Mitchell

31 Pepper Ridge Court
Gray, TN 37615

March 18, 2004

FCC Chairman Michael Powell
Federal Communicaticns Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet <ommunication services he
required to have built—in wiretapping access.

I do not bhelieve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to ook through.

I am very concerned that this reguirement represents an end-run around
cangress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sopurces like e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue dgovernment agents to access our personal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only ¢reated a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerety,

Jaoan Mitchell



Tuw 23 Mar 2004 02:57:36 FM EST P
Jane Young

422 Hudsan St.
New VYork, NY 10014

March 18, 2094

FCC Chairman Michael Powel}
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communicaticn services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to Fforce the industry to actually build its systems around
government eavesdrapping. It is the equivalent of the government requiring all
new homes bhe built with a pesphole for law enforcement to look through.

I am very cancerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information betweesn sources like phone companies and data
sources Jike e-mail. The FBI s aggressive angd esxpansive reading of the law
would bypass the legislative process te alter that careful balance.

I understand that by requiring a master key to cur personal communications, the
government 15 creating the very real potential for hackers and thieves or
gven rague government agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to appose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I Took forward to hearing your thoughts on this matter.

Sincerely,

Jane T. Young
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lisa Selje

815 N. Curtis Ave
Alhambra, €A 91801

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have buyilt—in wiretapping access.

I do not belfeve this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies toc allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdreopping. It is the eguivalent of the government reguiring all
new hames he built with a pesephole for lTaw enforcement to locok through.

I am very concerned that this reguirement represents an end-run around
Congress. lLawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would hypass the legislative process to alter that careful halance.

T understand that by requiring a master key to our personal communications. the
government is creating the very real potential for hackers and thieves ar
evenh rocue government agents to access our persanal communications. Past
efforts to provide this sart nf backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge vou to oppase the dangerous suggestion of the Department of
Tustice that our new Internet commurication technologies should have built—in
wiretapping.

I Togk forward to hearing your thoughts on this matter.

Sincerely,

Lisa Selje
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Chris Bagwell

39790 Dragonfly Drive
Frisco, TX 7350395

March 8, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

washington, DC 20954

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephane companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement to laok through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources 1ike phone campanies ard data
saurces 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our persaonal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, T urae you to oppose the dangerous sucgesticn of the Department of
Tustice that our new Internet communication technologies should have built-in
wiretapping.

I look forward to hearing your thoughts an this matter.

Sincerely,

Chris Bagwell
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Ray Rickert

1650 Detroit H202
Concord, Ca 94520

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Strest SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustic<e s request that all new Internet communicaticn services he
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Langstanding laws already
require Internet Service Providers and Internet telephone companies to allaw
the FBI to conduct suryeillance. The FBI is geoing far beyond these existing
powers by trying to force the industry to actually build its systems araund
government eavesdropping. It is the eguivalent of the goverrnment requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this reguirement represents an end—run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can caollect infarmation between sources 1ike phone companies and data
sources Jike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a macster key to our personal communications, the
government is ¢reating the very real potential for hackers and thieves or
Even rogue government agents to access our personal communicatians, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangercus suggestion of the Department of
Justice that our new Internet communication technelogies should have built-in
wiretapping.

I look forward to hearing your thoughts op this matter.

Sincerely,

Ray Rickert
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Marley Mills

2886 Clark Road
Chatham, NY 12037

March 48, 2004

FCC Chairman Michael Powell
Federal Communications Commissian
445 12th Street SW

Washington, 0C 20554

FCC Chairman Powell:

fs a concerned individual, I am writing to express my apposition to the
Department of Justice s request that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
reguire Internst Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the gavernment requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect informatian between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that hy requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our persognal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity far hackers.

Once again, I urge you to oppose the dangerous suggestian of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I Jook forward to hearing your thoughts on this matter.

Sincerely,

Marley Mills
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Steve Gravely

1420 Addison St. #110
Berkeley, CA 3894702

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

#s a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services be
required to have built-in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems araund
government eavesdropping. It is the eguivalent of the government requiring ail
new homes he built with a peephole for law enfarcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies. and data
sources 1ike e-mail. The FBI s aggqressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our psrsonal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communications, Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Oonce again, I urge you to oppose the dangeroys suggestion of the Department of
Justice that our new Internet communicaticn technologies should have built-in
wiretapping.

I look forward tc hearing your thoughts on this matter.

Sincerely,

Steve Gravely
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Leo Sadauskas

2955 Lleisure Court
Dunedin, FL 34698

March 18, 2004

FCC Chairman Michael Powel}
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chajrman Powell:

As a concerned individual, I am writing te express my opposition to the
bDepartment of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the eguivalent cof the government requiring all
new homes bhe built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources Tike phone companies and data
sources 11ke e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
efforts to provide this sort of backdoor access haye not heen successful and
only created a rich apportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

J. Leo Sadauskas
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Craig Mautner

4852 Mission Blvd,
San Diego, €A 921093

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
445 12th Street Sw

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of JTustice s reguest that all new Internet <ommunication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws alresady
require Internet Service Froviders and Internet telephone companies to allow
the FBI to conduct surveiliance. The FBI is going far heyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdropping. It is the equivalent af the government requiring all
new homes be built with a peephole for Jaw enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for haw
the FBI can collect information between sources like phone companies and data
sources like e-mail. The FBI s aggressive and expansive reading of the law
wauld bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communicatians. Past
efforts to provide this sart of backdoor access have nat heen successful and
only c¢reated a rich opportunity for hackers.

Once again, I urge you to oppase the dangerous suggestion of the Department of
Justice that our new Internet coemmunication technologies shouid have built—in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Crajg Mautner
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Regina Todd

5 Burnley Rise
Pittsford, NY 14534

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Commission
449 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice s request that all new Internet communication services be
required to have built-in wiretapping access.

I do not helieve this reguirement 15 necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies to aliow
the FBI to conduct surveiliance. The FBI is going far heyond these existing
powers by trying to farce the industry to actually build its systems around
government eavesdropping. It is the eguivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can callect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s acgressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue government agents to access our personal communicatioans. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich cpportunity for hackers,

Once again, I urge you to oppose the dancerous suggestion of the Department cf
Justice that our new Internet communication technalogies should have built-in
wiretapping.

I ook forward to hearing your thoughts on this matter.

Sincerely,

Regina C. Todd
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Laura Sanchez-5late

380 Hogan Davenport Rd
Readyville, TN 371439

March 18, 2004

FCC Chairman Michael Pawell
Federal Communications Commissian
445 12th Streest SW

Washingtan, DC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Tustice 5 reqguest that all new Internet communication services he
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephane companies to allow
the ¥BI to conduct surveillance. The FBT s going far beyond these existing
powers by trying to force the industry to actuyally build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sogur<es 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves or
even rogue gqovernment agents to access our personal communications. Past
efforts to provide this sort of hackdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to coppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built—in
wiretapping.

I look farward to hearing your thoughts on this matter.

Sincerely,

Laura Sanchez-Slate
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Daryl Ragan

733 Blaisdell Court
San Jose, {48 35117

March 18, 2004

FCC Chairman Michael Pawell
Federal Communications Commissiaon
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

fis a concerned individual, I am writing to express my oppesition to the
Department of Justice s request that all new Internet communication services be
reguired to have built—in wiretapping access.

I do not believe this requirement is necessary. Llangstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
gavernment eavesdrapping. It is the equivalent of the government requiring all
new homes be built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI can collect infarmation between sources like phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

1 understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves cr
even rogue government agents to access ecur personal communications. RPast
efforts to provide this sort of backdoor access have not been successful and
anly c<reated a rich opportunity for hackers.

Once asain, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I lock forward to hkearing your thoughts on this matter.

Sincerely,

Daryl S. Ragan
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Frances Perlman

219 Main St
West Paris, ME 04288

March 18, 2004

FCC Chairman Michael Powell
Federal Communications Cammission
445 12th Streest SW

washington, BC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my opposition to the
Department of Justice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone <ompanies to allow
the FBI %o conduct surveillance., The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdraopping. It is the eguivalent of the government requiring all
new homes be built with a neephole for taw enforcement to laok through.

I am very concerned that this requirement represents an end-run around
{ongress. Lawmakers, after extensive deliberations, set up boundaries for how
the FBI c¢an collect information between sources 1ike phone companies and data
sources 1ike e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful halance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential for hackers and thieves ar
even rogue government agents tc access aur perscnal communicatiens. Past
efforts ta provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

once again, I urge you to cppsse the dangerous suggestion of the Department of
Justice that our new Internet communicatiaon technologies should have built-in
wiretapping.

I lTook forward to hearing your thoughts on this matter.

Sincerely,

Frances Periman



Tue 23 Mar 2004 10:24:47 pmM EST P. 2
Rohert Fabry

1175 Colusa Ave
Berkeley, CA 34707

March 18, 2004

FCC Chairman Michael Powell
federal Communications Commissian
445 12th Strest SW

Washington, DC 20554

FCC Chairman Powell:

#s a concerned individual, I am writing to express my opposition to the
Department of Justice s reguest that all new Internet communication services he
required to have built-in wiretapping access.

I do not believe this reguirement is necessary. Longstanding laws already
require Internet Service Providers and Internet telephone companies tc allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
pawers by trying to force the industry to actually build its systems arcund
government eavesdrapping. It is the equivalent of the government reguiring all
new homes be built with a peephole for law enforcement to Took through.

I am very concerned that this requirement represents an end-run around
Caongress. lawmakers, after extensive deliberations, set up boundaries for how
the FRI can collect information between sources 1ike phone companies and data
sources like e-majl. The FBI s aggressive and esxpansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by requiring a master key to our personal communications, the
gavernment is creating the very real potential for hackers and thieves or
even rogue gdovernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication technclogjes should have built-in
wiretapping.

I look forward to hearing your thoughts on this matter.

Sincerely,

Robert S. Fahry
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Barhara Snelling Loyd

10104 Brandsteade Ct.
Union, KY 41083

March 18, 2004

FCC Chairman Michael Paoawell
Federal Communications Cammission
445 12th Street SW

Washington, BC 20554

FCC Chairman Powell:

As a concerned individual, I am writing to express my cpposition to the
Department of Tustice s request that all new Internet communication services be
required to have built—in wiretapping access.

I do not believe this requirement is necessary. Llongstanding laws already
require Internet Service Providers and Internet telephone companies to allow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually bujld i1ts systems around
gavernment eavesdropping. It is the equivalent af the government reguiring all
rnew homes he built with a peephole for Taw enforcement to look through.

I am very concerned that this reguirement represents an end-run around
Congress. 'awmakers, after extensive deliberations, set up boundaries for how
the FBI can collect information between sources like phone <ompanies and data
saurces like e-mail. The FBI s aggressive and expansive reading of the Taw
would bypass the legislative process to alter that careful bhalance.

I understand that by requiring a master key to our personal communications, the
government is creating the very real potential far hackers and thieves or
even rogue gavernment agents to access our personal communications. Past
efforts to provide this sort of backdoor access have not bhaen successful and
only created a rich opportunity for hackers.

once again, I urge you to cppose the dangerous suggestion of the Department of
Justice that our new Internet communication technologies should have built-in
wiretapping.

I ook forward to hearing your thoughts on this matter.

Sincerely,

Barbara J. Snelling Loyd
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Mathis Lopez

6500 E. B88th Ave. H268
Henderson ., Co 80640

March 14, 2004

FCC Chairman Michael Powel]
Federal Communications Commission
445 12th Street SW

Washington, DC 20554

FCC Chairman Powell:

As a concerned individual, T am writing to express my opposition to the
Department of Tustice s reguest that all new Internet communicatiaon services be
required to have built-in wiretapping access.

I do nat believe this requirement 1s necessary. Longstanding laws already
reguire Internet Service Providers and Internet telephone companies to sllow
the FBI to conduct surveillance. The FBI is going far beyond these existing
powers by trying to force the industry to actually build its systems around
government eavesdropping. It is the equivalent of the government requiring all
new homes he built with a peephole for law enforcement to look through.

I am very concerned that this requirement represents an end-run around
Congress. Lawmakers, after extensive deliberaticns, set up boundaries for how
the FBI can collect information between sources like phone companies and data
sources like e-mail., The FBI s aggressive and expansive reading of the law
would bypass the legislative process to alter that careful balance.

I understand that by reqguiring a master key to our personal communications, ths
government is <¢reating the very real potential for hackers and thieves ar
even rogue government agents to access our personal communications. Past
effarts to provide this sart of backdonr access have not been successful and
only created a rich opportunity for hackers.

Once again, I urge you to oppose the dangerous suggestion of the Department of
Justice that our new Internet communication techrnologies should have built-in
wiretapping.

I 1sok forward to hearing your thoughts on this matter.

Sincerely,

Mathis Lopez



